
Health InformationTrust Alliance (HITRUST) — the framework supports 
standards that are required at all stages of transmission and storage of
health care information to help ensure integrity and confidentiality

International Organisation for Standardisation (ISO) 

27001— the international standard for securing information assets

from threats and provides requirements for broader information

security management

Cloud Security Alliance (CSA) —�CSA, in collaboration with the 
AICPA,developed a third-party assessment programmeof cloud 
providers officially known as CSA Security Trust & Assurance  
Registry (STAR) Attestation

Emerging and evolving frameworks and regulations - as the world around 
us changes, regulations and compliance frameworks are created or adapted 
to respond to those changing needs. SOC 2+ can accomodate these needs 
and integrate relevant aspects of Privacy regulations (e.g. GDPR), 
Sustainability (e.g. CSRD), Cyber legislations (e.g. Cybersecurity act), etc.

National Institute of Standards and Technology 

(NIST)— the NIST framework focuses on improving cybersecurity

for critical infrastructure

SOC 2+ 
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